
Important Notices
Please see your Summary Plan Document (SPD) for a 
more detailed explanation of each of these notices.

To access the SPD, log onto  
www.rctpa.com and click the  Plan 
Documents and Forms tab.

Mental Health Parity and Addiction  
Equality Act
This Plan will comply with the Mental Health 
Parity and Addition Equity Act and ERISA Section 
712. The Plan does not have any restrictions on 
mental health benefits that are greater than the 
restrictions on medical care benefits.

Genetic Information Nondiscrimination 
Act of 2008
This Plan will not deny coverage to a healthy 
individual or charge that person higher premiums 
based solely on a genetic predisposition to 
developing a disease in the future.

Women’s Health and Cancer Rights Act 
of 1998
Women’s Health and Cancer Rights Act explains 
your rights for treatment under the health plans if 
you need a mastectomy.

If you ever need a benefit-covered mastectomy, 
we hope it will give you some peace of mind to 
know that your Health Benefits Plan complies 
with the Women’s Health and Cancer Rights Act 
of 1998, which provides for:

•  Reconstruction of the breast(s) that
underwent a covered mastectomy.

•  Surgery and reconstruction of the
other breast to restore a symmetrical
appearance.

•  Prostheses and coverage for physical
complications related to all stages of a
covered mastectomy, including lymphedema.

•  All applicable benefit provisions will apply,
including existing deductibles, copayments
and/or co-insurance.

Notice of Privacy Practices
The HIPAA Notice of Privacy Practices explains 
the rules around how we handle your private 
information under HIPAA laws. Plain and simple… 
we don’t share your information unless it’s 
needed to manage your benefits or you give us 
the OK to do it.

We keep the health and financial information 
of our current and former members private 
as required by law, accreditation standards, 
and our rules. This notice explains your rights. 
It also explains our legal duties and privacy 
practices. We are required by federal law to 
give you this notice.

Your Protected Health Information (PHI)
We may collect, use, and share your PHI for 
the following reasons and others as allowed or 
required by law, including the HIPAA Privacy 
rule:

For payment: We use and share PHI to manage 
your account or benefits; or to pay claims for health 
care you get through your plan. For example, 
we keep information about your premium and 
deductible payments. We may give information to 
a doctor’s office to confirm your benefits.

For health care operations: We use and share 
PHI for our health care operations. For example, 
we may use PHI to review the quality of care and 
services you get. We may also use PHI to provide 
you with case management or care coordination 
services for conditions like asthma, diabetes, or 
traumatic injury.

For treatment activities: We do not provide 
treatment. This is the role of a health care 
provider such as your doctor or a hospital. But, 
we may share PHI with your health care provider 
so that the provider may treat you.

To you: We must give you access to your own 
PHI. We may also contact you to let you know 
about treatment options or other health-



related benefits and services. When you or your 
dependents reach a certain age, we may tell 
you about other products or programs for which 
you may be eligible. This may include individual 
coverage. We may also send you reminders about 
routine medical checkups and tests.

To others: You may tell us in writing that it is OK 
for us to give your PHI to someone else for any 
reason. Also, if you are present, and tell us it is 
OK, we may give your PHI to a family member, 
friend or other person. We would do this if it has 
to do with your current treatment or payment 
for your treatment. If you are not present, if it is 
an emergency, or you are not able to tell us it is 
OK, we may give your PHI to a family member, 
friend or other person if sharing your PHI is in 
your best interest.

As Allowed or Required by Law: We may also 
share your PHI, as allowed by federal law, for 
many types of activities. PHI can be shared for 
health oversight activities. It can also be shared 
for judicial or administrative proceedings, with 
public health authorities, for law enforcement 
reasons, and to coroners, funeral directors or 
medical examiners (about decedents). PHI can 
also be shared for certain reasons with organ 
donation groups, for research, and to avoid a 
serious threat to health or safety. It can be shared 
for special government functions, for workers’ 
compensation, to respond to requests from the 
U.S. Department of Health and Human Services 
and to alert proper authorities if we reasonably 
believe that you may be a victim of abuse, neglect, 
domestic violence or other crimes. PHI can also 
be shared as required by law.

If you are enrolled with us through an employer 
sponsored group health plan, we may share 
PHI with your group health plan. We and/or 
your group health plan may share PHI with the 
sponsor of the plan. Plan sponsors that receive 
PHI are required by law to have controls in place 
to keep it from being used for reasons that are 
not proper.

Authorization: We will get an OK from you in 
writing before we use or share your PHI for any 
other purpose not stated in this notice. You may 
take away this OK at any time, in writing. We will 
then stop using your PHI for that purpose. But, if 
we have already used or shared your PHI based 
on your OK, we cannot undo any actions we took 
before you told us to stop.

Genetic information: If we use or disclose PHI for 
underwriting purposes, we are prohibited from 
using or disclosing PHI that is genetic information 
of an individual for such purposes.

Your rights
Under federal law, you have the right to:

•  Send us a written request to see or get a
copy of certain PHI or ask that we correct
your PHI that you believe is missing or
incorrect. If someone else (such as your
doctor) gave us the PHI, we will let you
know so you can ask them to correct it.

•  Send us a written request to ask us not
to use your PHI for treatment, payment or
health care operations activities. We are not
required to agree to these requests.

•  Give us a verbal or written request to ask us
to send your PHI using other means that are
reasonable. Also let us know if you want us
to send your PHI to an address other than
your home if sending it to your home could
place you in danger.

•  Send us a written request to ask us for a list
of certain disclosures of your PHI.

Call Customer Service at the phone number 
printed on your identification (ID) card to use any 
of these rights. They can give you the address to 
send the request.

They can also give you any forms we have that 
may help you with this process.

How we protect information
We are dedicated to protecting your PHI. We set 
up a number of policies and practices to help 
make sure your PHI is kept secure.



We keep your oral, written, and electronic PHI 
safe using physical, electronic, and procedural 
means. These safeguards follow federal and state 
laws. Some of the ways we keep your PHI safe 
include offices that are kept secure, computers 
that need passwords, and locked storage areas 
and filing cabinets. We require our employees 
to protect PHI through written policies and 
procedures. The policies limit access to PHI to 
only those employees who need the data to do 
their job. Employees are also required to wear ID 
badges to help keep people, who do not belong, 
out of areas where sensitive data is kept. Also, 
where required by law, our affiliates and non-
affiliates must protect the privacy of data we 
share in the normal course of business. They are 
not allowed to give PHI to others without your 
written OK, except as allowed by law.

Potential impact of other applicable laws
HIPAA (the federal privacy law) generally does not 
preempt, or override other laws that give people 
greater privacy protections. As a result, if any 
state or federal privacy law requires us to provide 
you with more privacy protections, then we must 
also follow that law in addition to HIPAA.

Complaints
If you think we have not protected your privacy, 
you can file a complaint with us. You may also 
file a complaint with the Office for Civil Rights 
in the U.S. Department of Health and Human 
Services. We will not take action against you for 
filing a complaint.

Contact information
Please call Customer Service at the phone 
number printed on your ID card. They can help 
you apply your rights, file a complaint, or talk with 
you about privacy issues.

Copies and changes
You have the right to get a new copy of this notice 
at any time. Even if you have agreed to get this 
notice by electronic means, you still have the 
right to a paper copy. We reserve the right to 

change this notice. A revised notice will apply 
to PHI we already have about you as well as any 
PHI we may get in the future. We are required by 
law to follow the privacy notice that is in effect at 
this time. We may tell you about any changes to 
our notice in a number of ways. We may tell you 
about the changes in a member newsletter or 
post them on our website. We may also mail you 
a letter that tells you about any changes.

Si necesita ayuda en espanol para entender este 
documento, puede solicitarla sin costo adicional, 
llamando al numero de servicio al cliente que 
aparece al dorso de su tarjeta de identificacion o 
en el folleto de inscripcion.

This Notice is provided by the following company:
[Client Name]

State Notice of Privacy Practices
As we told you in our HIPAA notice, we must 
follow state laws that are more strict than the 
federal HIPAA privacy law. This notice explains 
your rights and our legal duties under state law.

Your personal Information (PI)
We may collect, use and share your nonpublic PI 
as described in this notice.

We may collect PI about you from other persons or 
entities such as doctors, hospitals, or other carriers.

We may share PI with persons or entities outside 
of our company without your OK in some cases.

If we take part in an activity that would require us 
to give you a chance to opt-out, we will contact 
you. We will tell you how you can let us know that 
you do not want us to use or share your PI for a 
given activity.

You have the right to access and correct your PI.

Because PI is defined as any information that can 
be used to make judgments about your health, 
finances, character, habits, hobbies, reputation, 
career and credit, we take reasonable safety 
measures to protect the PI we have about you.



A more detailed state notice is available upon 
request. Please call the phone number printed on 
your ID card.

Si necesita ayuda en espanol para entender este 
documento, puede solicitarla sin costo adicional, 
llamando al numero de servicio al cliente que 
aparece al dorso de su tarjeta de identificacion o 
en el folleto de inscripcion.

Tax Credit Under Trade Act of 2002
If you are eligible, under the Trade Act of 2002, 
to tax credits for employee contributions paid 
for health benefit coverage, contact the Internal 
Revenue Service for instructions.

Notice of Open Enrollment to Add 
Children Up to Age 26
The Patient Protection and Affordable Care Act 
(“PPACA”) provides that a child of an employee 
who is covered by our group medical benefit 
plan may be covered under the plan until the 
child turns age 26. If the employee already has 
coverage that includes children, no additional 
contribution will be charged. If the employee 
does not have coverage that includes children, 
the employee’s coverage will change to include 
children and the standard employee contribution 
for that coverage will be applied.

The child does not have to be a financial 
“dependent” of the employee, but only be the 
son, daughter, step- son, step-daughter, child 
legally placed for adoption, adopted child, or a 
foster child. Also, the child does not have to live 
in the home of the employee. The child can be 
married but the coverage will not include the 
spouse of the child or a child of the child.

A child whose coverage has ended, or who 
was denied coverage due to not meeting the 
dependent eligibility rules of the plan may 
now be added to the plan. A child on COBRA 
under our plan may now be added back to the 
employee’s coverage. If our employee is not 
covered by our plan, the employee must enroll in 
the plan in order for the child to enroll. The child 
and employee may enroll in, or switch to, any 
coverage that we currently offer.

A child is not eligible for coverage under 
this provision if he is eligible for other group 
sponsored health coverage through his own 
employment or through his spouse. A separate 
form must be filled out to allow us to verify if the 
child is eligible for other coverage prior to the 
beginning of coverage. Coverage will not begin 
for the child until this information is verified. This 
limitation terminates as of the 2014 renewal date 
of the benefit plan.

A qualifying child may enroll in the plan effective 
07/01/11. The employee has a period of 30 days 
prior to the effective date, or 30 days from the 
date of this Notice if coverage is being allowed 
back to a previous date, in which to enroll the 
child. Enrollment and other coverage verification 
forms may be obtained from the Payroll & 
Employee Benefits Department.

Compliance with
HIPAA Privacy Standards
Certain members of the Employer’s  
workforce perform services in connection  
with administration of the Plan. In order to 
perform these services, it is necessary for  
these employees from time to time to have 
access to Protected Health Information (as 
defined below).

Under the Standards for Privacy of Individually 
Identifiable Health Information (45 CFR Part 164, 
the “Privacy Standards”), these employees are 
permitted to have such access subject to the 
following:

(1)  General. The Plan shall not disclose 
Protected Health Information to any member 
of the Employer’s workforce unless each of the 
conditions set out in this HIPAA Privacy section 
is met. “Protected Health Information” shall have 
the same definition as set out in the Privacy 
Standards but generally shall mean individually 
identifiable health information about the past, 
present or future physical or mental health or 
condition of an individual, including information 
about treatment or payment for treatment.



(2) Permitted Uses and Disclosures. Protected 
Health Information disclosed to members of the 
Employer’s workforce shall be used or disclosed 
by them only for purposes of Plan administrative 
functions. The Plan’s administrative functions 
shall include all Plan payment and health care 
operations. The terms “payment” and “health 
care operations” shall have the same definitions 
as set out in the Privacy Standards, but the 
term “payment” generally shall mean activities 
taken with respect to payment of premiums 
or contributions, or to determine or fulfill 
Plan responsibilities with respect to coverage, 
provision of benefits, or reimbursement for 
health care. “Health care operations” generally 
shall mean activities on behalf of the Plan that 
are related to quality assessment; evaluation, 
training or accreditation of health care providers; 
underwriting, premium rating and other functions 
related to obtaining or renewing an insurance 
contract, including stop-loss insurance; medical 
review; legal services or auditing functions; or 
business planning, management and general 
administrative activities. Genetic information 
will not be used or disclosed for underwriting 
purposes.

(3) Authorized Employees. The Plan shall 
disclose Protected Health Information only to 
members of the Employer’s workforce who are 
designated and are authorized to receive such 
Protected Health Information, and only to the 
extent and in the minimum amount necessary 
for these persons to perform duties with respect 
to the Plan. For purposes of this HIPAA Privacy 
section, “members of the Employer’s workforce” 
shall refer to all employees and other persons 
under the control of the Employer.

(a)  Updates Required. The Employer shall 
amend the Plan promptly with respect 
to any changes in the members of its 
workforce who are authorized to receive 
Protected Health Information.

(b)  Use and Disclosure Restricted. An 
authorized member of the Employer’s 
workforce who receives Protected Health 

Information shall use or disclose the 
Protected Health Information only to the 
extent necessary to perform his or her 
duties with respect to the Plan.

(c)  Resolution of Issues of Noncompliance. 
In the event that any member of the 
Employer’s workforce uses or discloses 
Protected Health Information other than 
as permitted by the Privacy Standards, 
the incident shall be reported to the 
privacy official. The privacy official shall 
take appropriate action, including:

(i)  Investigation of the incident to 
determine whether the breach 
occurred inadvertently, through 
negligence, or deliberately; whether 
there is a pattern of breaches; and 
the degree of harm caused by the 
breach;

(ii)  Applying appropriate sanctions 
against the persons causing the 
breach, which, depending upon 
the nature of the breach, may 
include, oral or written reprimand, 
additional training, or termination of 
employment;

(iii)  Mitigating any harm caused by the 
breach, to the extent practicable; and

(iv)  Documentation of the incident and 

all actions taken to resolve the issue 
and mitigate any damages.

(4) Certification of Employer. The Employer 
must provide certification to the Plan that it 
agrees to:

(a)  Not use or further disclose the Protected 
Health Information other than as 
permitted or required by the Plan 
documents or as required by law;

(b)  Ensure that any agent or subcontractor, 
to whom it provides Protected Health 
Information received from the Plan, 
agrees to the same restrictions and 
conditions that apply to the Employer with 
respect to such information;



(c)  Not use or disclose Protected Health 
Information for employment-related 
actions and decisions or in connection 
with any other benefit or employee 
benefit plan of the Employer;

(d)  Report to the Plan any use or disclosure of 
the Protected Health Information of which 
it becomes aware that is inconsistent 
with the uses or disclosures hereunder or 
required by law;

(e)  Make available Protected Health 
Information to individual Plan members in 
accordance with Section 164.524 of the 
Privacy Standards;

(f)  Make available Protected Health 
Information for amendment by individual 
Plan members and incorporate any 
amendments to Protected Health 
Information in accordance with Section 
164.526 of the Privacy Standards;

(g)  Make available the Protected Health 
Information required to provide any 
accounting of disclosures to individual 
Plan members in accordance with Section 
164.528 of the Privacy Standards;

(h)  Make its internal practices, books and 
records relating to the use and disclosure 
of Protected Health Information received 
from the Plan available to the Department 
of Health and Human Services for 
purposes of determining compliance by 
the Plan with the Privacy Standards;

(i)  If feasible, return or destroy all Protected 
Health Information received from the 
Plan that the Employer still maintains in 
any form, and retain no copies of such 
information when no longer needed for 
the purpose of which disclosure was 
made, except that, if such return or 
destruction is not feasible, limit further 
uses and disclosures to those purposes 
that make the return or destruction of the 
information unfeasible; and

(j)  Ensure the adequate separation between 
the Plan and member of the Employer’s 
workforce, as required by Section 
164.504(f)(2)(iii) of the Privacy Standards.

Compliance With
HIPAA Electronic Security Standards
Under the Security Standards for the Protection of 
Electronic Protected Health Information (45 CFR 
Part 164.300 et. seq., the “Security Standards”), 
the Employer agrees to the following:

(1)  The Employer agrees to implement 
reasonable and appropriate administrative, 
physical and technical safeguards to protect 
the confidentiality, integrity and availability of 
Electronic Protected Health Information that 
the Employer creates, maintains or transmits on 
behalf of the Plan. “Electronic Protected Health 
Information” shall have the same definition as set 
out in the Security Standards, but generally shall
mean Protected Health Information that is 
transmitted by or maintained in electronic media.

(2)  The Employer shall ensure that any agent or 
subcontractor to whom it provides Electronic 
Protected Health Information shall agree, in 
writing, to implement reasonable and appropriate 
security measures to protect the Electronic 
Protected Health Information.

(3)  The Employer shall ensure that reasonable 
and appropriate security measures are 
implemented to comply with the conditions and 
requirements set forth in Compliance With HIPAA 
Privacy Standards provisions (3) Authorized 
Employees and (4) Certification of Employers 
described above.



Get help in your language

Curious to know what all this says? We would be 
too. Here’s the English version:

You have the right to get this information and 
help in your language for free. Call the Member 
Services number on your ID card for help.  
(TTY/TDD: 711)

Separate from our language assistance program, 
we make documents available in alternate 
formats for members with visual impairments. If 
you need a copy of this document in an alternate 
format, please call the customer service 
telephone number on the back of your ID card.

Spanish
Tiene el derecho de obtener esta información y 
ayuda en su idioma en forma gratuita. Llame al 
número de Servicios para Miembros que figura 
en su tarjeta de identificación para obtener 
ayuda. (TTY/TDD: 711)

Chinese
您有權使用您的語言免費獲得該資訊和協助。
請撥打您的 ID 卡上的成員服務號碼尋求協
助。(TTY/TDD: 711)

Vietnamese
Quý vị có quyền nhận miễn phí thông tin này 
và sự trợ giúp bằng ngôn ngữ của quý vị. Hãy 
gọi cho số Dịch Vụ Thành Viên trên thẻ ID của 
quý vị để được giúp đỡ. (TTY/TDD: 711)

Korean
귀하에게는 무료로 이 정보를 얻고 귀하의 
언어로 도움을 받을 권리가 있습니다. 도움을 
얻으려면 귀하의 ID 카드에 있는 회원 서비스 
번호로 전화하십시오. (TTY/TDD: 711)

Tagalog
May karapatan kayong makuha ang impormasyon 
at tulong na ito sa ginagamit ninyong wika nang 
walang bayad. Tumawag sa numero ng Member 
Services na nasa inyong ID card para sa tulong. 
(TTY/TDD: 711)

Russian
Вы имеете право получить данную 
информацию и помощь на вашем языке 
бесплатно. Для получения помощи 
звоните в отдел обслуживания участников 
по номеру, указанному на вашей 
идентификационной карте. (TTY/TDD: 711)

Arabic
 ةدعاسملاو تامولعملا هذه ىلع لوصحلا كل قحي
 دوجوملا ءاضعألا تامدخ مقرب لصتا .اًناجم كتغلب
.ةدعاسملل كب ةصاخلا فيرعتلا ةقاطب ىلع
(TTY/TDD: 711)

Armenian
Դուք իրավունք ունեք Ձեր լեզվով անվճար ստանալ 
այս տեղեկատվությունը և ցանկացած օգնություն: 
Օգնություն ստանալու համար զանգահարեք Անդամների 
սպասարկման կենտրոն՝ Ձեր ID քարտի վրա նշված 
համարով: (TTY/TDD: 711)

Farsi
 هب ار اهکمک و تاعالطا نیا هک دیراد ار قح نیا امش
 .دینک تفایرد ناتدوخ نابز هب ناگیار تروص
 هک ءاضعا تامدخ زکرم هرامش هب کمک تفایرد یارب
 سامت ،تسا هدش جرد ناتییاسانش تراک یور رب
(TTY/TDD: 711) .دیریگب

French
Vous avez le droit d’accéder gratuitement à ces 
informations et à une aide dans votre langue. 
Pour cela, veuillez appeler le numéro des 
Services destinés aux membres qui figure sur 
votre carte d’identification. (TTY/TDD: 711)

Japanese
この情報と支援を希望する言語で無料で受け
ることができます。支援を受けるには、IDカ
ードに記載されているメンバーサービス番号
に電話してください。(TTY/TDD: 711)

Haitian
Ou gen dwa pou resevwa enfòmasyon sa a ak 
asistans nan lang ou pou gratis. Rele nimewo 
Manm Sèvis la ki sou kat idantifikasyon ou a pou 
jwenn èd. (TTY/TDD: 711)




